CIRCULAR

IWAI/EDP/Imp-Inst./11/08

Date: 18/05/2017

Subject: Urgent-Action needed to prevent Global Ransomware due to Microsoft Vulnerability

Computers around the world impacted by a malicious vulnerability called ‘WannaCry / Wannacrypt’. This malicious code takes control of the computer and encrypt all the data the way that we cannot access them anymore.

All are requested not to open attachments of unsolicited e-mails, even if they come from people in your contact list, and never click on a URL contained in an unsolicited e-mail, even if the link seems benign. Even if computer get affected the following action to be taken:
1. Isolate the computer which got affected with this malware.
2. Preserve the data even if it is encrypted.
3. Report immediately to CERT-IN

For prevention of this vulnerability Microsoft has issued some advisory which is available in the following link https://technet.microsoft.com/en-us/library/security/MS17-010.aspx

You may also visit http://www.cyberswachhtakendra.gov.in for more details on malicious vulnerability called ‘WannaCry / Wannacrypt’.
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